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Online Safety Awareness 
for Parents 
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Aims of the presentation? 
 

1. Positive aspects of being online 

2. Why is internet safety important? 

3. Social networking & technologies 

4. Managing risks & What can parents do 

5. Tips for protection / staying safe 

6. Advice and help  



2. Why is internet safety important? 

• Online bullying and harassment 

• Sexting/Sexcasting 

• Inappropriate and unwanted contact Revealing 
personal information 

• Accidental exposure to inappropriate images or 
content 

• Virus, spyware, phishing  

    scams etc. 

• Illegal file sharing,  

    copyright, or piracy of 

    music, file or software 
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3. Social networking & technologies 

https://www.google.co.uk/url?sa=i&rct=j&q=&esrc=s&source=images&cd=&cad=rja&uact=8&ved=0ahUKEwiI8JXu2__YAhWJKMAKHfVDAQIQjRwIBw&url=https://www.bizjournals.com/washington/blog/fedbiz_daily/2015/09/the-feds-are-slow-to-adopt-the-internet-of-things.html&psig=AOvVaw36K2AY2BgkYLz0vCWukK7l&ust=1517402710681270
https://www.google.co.uk/url?sa=i&rct=j&q=&esrc=s&source=images&cd=&cad=rja&uact=8&ved=0ahUKEwjg94uY3P_YAhXlIMAKHfTQAAgQjRwIBw&url=https://www.thesun.co.uk/tech/5277288/xbox-one-deals-xbox-one-x-xbox-one-s/&psig=AOvVaw1TvUxad3hgmaHgJESf5b-F&ust=1517402823782287
https://www.google.co.uk/url?sa=i&rct=j&q=&esrc=s&source=images&cd=&cad=rja&uact=8&ved=0ahUKEwjY7fKp3P_YAhUpK8AKHSEADQgQjRwIBw&url=https://www.techadvisor.co.uk/how-to/gadget/how-use-alexa-3660854/&psig=AOvVaw28al1LuUE_ZMdDuuhURlEt&ust=1517402867439113
https://www.google.co.uk/url?sa=i&rct=j&q=&esrc=s&source=images&cd=&cad=rja&uact=8&ved=0ahUKEwiY_bPN3P_YAhUFCcAKHd5gAgMQjRwIBw&url=https://www.snapdeal.com/product/rooq-dz09-black-smart-watch/620924253537&psig=AOvVaw2vNOigTi9g2DOkD7OZLrgv&ust=1517402936700555
https://www.google.co.uk/url?sa=i&rct=j&q=&esrc=s&source=images&cd=&cad=rja&uact=8&ved=0ahUKEwiNtILj3P_YAhUTW8AKHQc3AAYQjRwIBw&url=https://www.aliexpress.com/item/WiFi-Drones-With-FPV-Camera-HD-Quadcopters-Rc-Dron-WiFi-Flying-Camera-Helicopter-Remote-Control-Hexacopter/32620295688.html&psig=AOvVaw2FMW1RLRTNR5jhoXAU4k10&ust=1517402978784650


4. Managing risks 

• Unwittingly sharing personal information 

• Unwanted contact /grooming 

• Over usage 

• Cyberbullying 

• Harmful content/illegal materiel 

• Privacy/digital footprint 



What can parents do 

• Be aware of what your  
    children are doing online 

• Discuss the internet 

• Make a clear set of rules 

• Teach the importance of being cautious 

• Be sure they understand ‘personal information’ 

• Invent an online nickname 

• Emphasise ‘never meet someone they’ve met online’ 

• Make sure they know where to go for help 
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5. Tips for protection / staying safe 

• Security settings  

• Which "Friends”? 

• Content  

• Learn how to report an issue directly  

• Help set up their profile  

• Add your email as the main contact (if possible) 

• Privacy settings  

• Check in and keep updated 
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• Remember, the internet hosts many exciting 

opportunities. The online world is a wonderful 

place for young people to explore for learning and 

creativity. 

 

• Of course, just like in the real world, there are risks 

and dangers we should be aware of and we should  

all act our part to protect young people from these. 

 

Final Word 



 I have asked my child to show me sites they use. 

 I have asked my child to set the security settings on 

all devices and sites they use. 

 I have asked my child to only accept people they 

know and trust in the real world as online “Friends”. 

 I have set safe settings on our devices and set adult 

content filters on my/child’s devices. 

 My child has agreed to tell me if they are worried 

about something online. 

Checklist 



www.thinkuknow.co.uk/parents 

6. Advice and help  

www.derbyshire.police.uk/cybercrime 
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0300 123 2040 

If you need further advice or guidance: 

 

Digital PCSO – James Land  
 

Derbyshire Constabulary 

 

james.land.4513@derbyshire.pnn.police.uk 

 

@digitalPCSO 

 

 

www.derbyshire.police.uk/cybercrime 
 

mailto:james.land.4513@derbyshire.pnn.police.uk
https://www.getsafeonline.org/

